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Compétences Techniques 

✓ Azure Active Directory (PIM, Access Package, Conditional Access, Administrative Units)  

✓ Active Directory Domain Services, Forefront Identity Manager, Password Protection, ADFS 

✓ Windows Server (RDP, DNS, DHCP, GPO, …) 

✓ Linux (Debian/CentOS) 

✓ VMware Infrastructure 

✓ Microsoft PowerShell, Shell Linux, PowerCli 

Compétences Fonctionnelles 

✓ Gestion de projets. 

✓ Rédactions de documents (DAT, DEX, LLD, HLD, …). 

✓ Conception / audit d’infrastructures. 

✓ Etudes de sécurisation d’infrastructures. 

Formations 

✓ Formation sur VMware VSphere 5.5 en novembre 2013 

✓ Obtention du BTS informatique de gestion spécialisé en administration systèmes réseaux au lycée Renée 

Descartes en 2005 

Expériences 

Architecte Active Directory/ Azure Active Directory chez EDF SA de juin 2019 à 
Aujourd’hui 

Contexte : 

✓ Référent technique sur Active Directory Domain Services et Azure Active Directory. 

✓ Conception autour des Active Directory et Azure Active Directory en environnements sécurisés (Tiering AD, 

principe du zéro trust, audits de l’ANSSI ...). 

✓ Accompagnement des projets dans toutes leurs questions d’intégrations Active Directory et Azure Active 

Directory. 

✓ Accompagnement des projets dans leurs réflexions sur les aspects sécurités liés à la gestion des 

authentification/habilitations. 

✓ Accompagnement des projets sur l’amélioration de la sécurisation logique de leurs infrastructures. 

✓ Etude et suivi de déploiement de LAPS sur les périmètres serveurs et postes. 

✓ Etude et suivi de déploiement de l’Hybrid Join sur les périmètres postes de travails. 

✓ Conception d’environnement Active Directory sécurisés dans un contexte d’ouverture d’une partie du SI en 

entreprise étendue. 

✓ Conseils sur la sécurisation du SI accédé en Entreprise Etendue. 

✓ Mise en place d’environnements de POC. 



 

 

✓ Accompagnement sur les questions de gestions des identités afin de sécuriser la gestion des accès des 

applications consommant des authentifications et/ou habilitations Active Directory. 

Compétences mises en œuvre : 

✓ Audit d’infrastructures. 

✓ Mise en place et suivi de plan d’actions pour la sécurisation d’infrastructures. 

✓ Conseils auprès des projets sur les questions de sécurisations d’infrastructures. 

✓ Rédaction de documents (DAT, DEX, LLD, HLD, …).  

✓ Veille Technologique. 

✓ Design d’infrastructures Active Directory. 

✓ Mise en place des modes opératoires et accompagnement sur la mise en production d’environnements. 

✓ Support N4. 

Environnement Technique : Windows Server, Active Directory Domain Services, Azure Active Directory (P2), Intune, Citrix, 

Windows 10, SCOM, MECM, ESAE, VMWare 

Chef de Projets Technique chez Covéa de décembre 2018 à mai 2019 

Contexte : 

✓ Pilotage d’une étude de création d’un annuaire (AD) groupe. 

✓ Pilotage de la recette du poste de travail groupe. 

Compétences mises en œuvre : 

✓ Gestion de projet. 

✓ Pilotage des équipes internes. 

✓ Gestion budgétaire.  

Environnement Technique : Windows Server, Active Directory, Windows 10, OpenLdap. 

Architecte Technique infrastructures chez Groupe Carrefour de juillet 2017 à juillet 

2018 

Contexte : 

✓ Etude et accompagnement technique à la mise en œuvre de divers projets d’infrastructure. 

✓ Référent technique sur projet de déploiement de la solution ArcSight sur le périmètre Carrefour France. 

✓ Référent technique sur le projet de Refonte des Infrastructures en Hypermarchés. 

Compétences mises en œuvre : 

✓ Design d’infrastructures. 

✓ Mise en place des modes opératoires. 

✓ Veille Technologique. 

✓ Rédaction de documents (DAT, DEX, procédures). 

✓ Réalisation et validation de POC. 

✓ Reporting. 

✓ Gestion de projets. 

✓ Réalisation de Scripts d’industrialisation des tâches de déploiement (Bash, PowerShell, Powercli). 

✓ Etude d’opportunités de nouveaux projets d’infrastructures. 

✓ Pilotage technique d’infogérant dans le cadre du projet de remplacement des infrastructures en Hypermarchés. 

✓ Pilotage technique d’infogérant dans le cadre du projet de déploiement de l’outil ArcSight (centralisation des 

logs). 

Environnement Technique : Windows Server, VMWare, ArcSight, CentOS, HP Store Virtual VSA, Cyberark 

Chef de projet chez Dalkia (groupe EDF) de février – Juin 2017 

Contexte : 



✓ Gestion du projet de migration du domaine Active Directory 2003 vers AD 2012. 

✓ Accompagnement technique de l’infogérant dans le cadre du projet. 

Compétences mises en œuvre : 

✓ Gestion d’un projet de migration Active Directory 2003 vers 2012. 

✓ Rédaction de documents (expression de besoins, business case, …). 

✓ Accompagnement technique sur Active Directory. 

✓ Reporting. 

✓ Gestion budgétaire. 

✓ Pilotage des sous-traitants. 

Environnement Technique : Active Directory 

 

Architecte Technique chez Klésia Octobre 2015 – Octobre 2016 

Contexte : 

✓ Référent technique sur le projet de refonte de 4 domaines Active Directory à la suite de la fusion de 3 groupes 

de protection sociales. 

✓ Etude technique d’opportunité de refonte complète de l’infrastructure SI Klésia (Cloud, Hyperconvergence, 

SDDC). 

✓ Etude technique d’opportunité de mise en place d’une solution de big data. 

Compétences mises en œuvre : 

✓ Gestion de projet. 

✓ Mise en place des modes opératoires. 

✓ Reporting en COPIL via la mise en place d’indicateurs. 

✓ Transfert de compétences. 

✓ Rédaction de documents (DEX, DMEP, DAT). 

✓ Cadrage d'un projet de BIG DATA. 

✓ Pilotage des différents prestataires dans le cadre de la convergence poste de travail. 

✓ Convergence de 3 forêts active directory en 2008R2 vers une forêt unique 2012R2. 

✓ Audit de forets active directory et préparation pour l’intégration d’Office 365. 

✓ Audit des déviations via Varonis DatAdvantage. 

✓ Automatisation des tâches d’exploitation active directory via PowerShell. 

Environnement Technique : Windows Server (2003-2008R2-2012R2), Active Directory, Lotus Notes, DNS, DHCP, TSE, 

PowerShell, WSUS, Linux, VMware Infrastructure, Varonis DatAdvantage 

Expert Systèmes Microsoft chez Prosodie février - Avril 2015 

Contexte : 

✓ Audit et Analyse des serveurs Windows des clients afin d’anticiper toute éventuelle anomalie dans le cadre 

d’un déménagement physique de datacenter. 

 

Compétences mises en œuvre : 

✓ Référent technique sur les systèmes Microsoft impactés par le déménagement. 

✓ Mise en place des modes opératoires. 

✓ Reporting. 

Environnement Technique : Windows Server (2003-2008R2-2012R2), Net Backup 

Expert Systèmes au SIAAP septembre – Octobre 2014 

Contexte : 

✓ Référent technique sur le projet de refonte et mise à jour de la solution d’helpdesk GLPI. 

Compétences mises en œuvre : 



 

 

✓ Gestion de projet. 

✓ Audit sur un logiciel de gestion de parc. 

✓ Expertise technique sur GLPI. 

✓ Formations des utilisateurs. 

Environnement Technique : Linux, MySQL, GLPI 

Chef de Projet Technique à Ponticelli Frères mai - Décembre 2014 

Contexte : 

✓ Chef de projet Technique / Référent technique sur le projet de mise en place de l’outil GLPI pour la gestion du 

ticketing et l’inventaire du parc informatique groupe. 

Compétences mises en œuvre : 

✓ Gestion de projet. 

✓ Rédaction de documents (définition des besoins, cahier des charges, rapport d’audit). 

✓ Accompagnement technique sur des problématiques Active Directory. 

✓ Expertise technique sur GLPI. 

✓ Reportings réguliers au DSI. 

✓ Pilotage des sous-traitants. 

✓ Audit d’un logiciel de gestion de parc développé en interne. 

Environnement Technique : Linux, GLPI, VMware Infrastructure, Active Directory, Script Shell, MySQL 

Expert Active Directory à la Générale de Santé de juillet 2013 à avril 2014 

Contexte : 

✓ Référent technique dans la mise en place d’une solution de fédération d’identités (Forefront Identity Manager) 

dans le cadre d’un méta-annuaire dans un environnement Active Directory multi-forêt hétérogène (2003-2008-

2012). 

✓ Référent technique / support N3 des solutions VMware VSphere, Commvault Simpana, Citrix Xenapp 6.5, 

Active Directory, Exchange, Linux du groupe. 

Compétences mises en œuvre : 

✓ Gestion de projet. 

✓ Pilotage des équipes Systèmes des différentes cliniques. 

✓ Rédaction de documents (DEX, DMEP, DAT). 

✓ Migration de foret active directory 2003 vers 2008R2. 

✓ Migration de foret active directory 2008R2 vers 2012R2. 

✓ Audit de forets active directory. 

✓ Définition des nouvelles GPO dans le cadre d’une migration de Windows 7 vers Windows 8.1. 

✓ Migration d’Exchange 2003 vers 2010. 

✓ Proposition de solutions et d’architectures afin de rationaliser le SI. 

✓ Industrialisation et automatisation des tâches quotidiennes. 

Environnement Technique : Windows Server (2003-2008R2-2012R2), Active Directory, Forefront Identity Manager, 

Exchange, DNS, DHCP, TSE, PowerShell, SQL Server, PKI, MSCS, WSUS, WDS, ADFS, Linux, VMware Infrastructure, HP 

EVA/P2000, Commvault Simpana, Citrix Xenapp, Netscaler, EdgeSight, McAfee 

Ingénieur Systèmes Réseaux à la Communauté d’Agglomération du Pays de Meaux 
de 2006 à Mars 2013 

Contexte : 

✓ Référent technique de l’intégralité des systèmes et réseaux de la communauté d’agglomération. 

✓ Architecte / Chef de projet technique sur un projet de création d’un nouveau Datacenter avec mise en place 



du PRA. 

✓ Mise en place de la solution d’inventaire OCS Inventory couplé à la solution d’helpdesk GLPI. 

✓ Mise en place de l’infrastructure VMware 3.5. 

✓ Refonte des serveurs TSE et Citrix dans le cadre du déploiement de clients légers. 

✓ Refonte du domaine Active Directory et migration de 2003 vers 2008R2 dans le cadre de la migration des 

postes de travail de Windows XP vers Windows 7. 

✓ Migration de la messagerie de Exchange 2003 vers 2007 avec mise en place de messagerie unifiée. 

✓ Création de liaisons VPN entre des sites distants et le datacenter via des liaisons ADSL. 

✓ Migration du plan d’adressage IP de l’ensemble du réseau local afin de mutualiser les flux Data, Voix et 

Vidéosurveillance (VLAN, QOS, ...). 

Compétences mises en œuvre : 

✓ Gestion de projets (création de Datacenter, TOIP, migrations systèmes, PRA). 

✓ Participation au projet de refonte de l’architecture système en suivant le schéma directeur de la DSI. 

✓ Pilotage des différents prestataires. 

✓ Référent technique sur les systèmes Windows server. 

✓ Référent technique sur VMware Infrastructure. 

✓ Référent technique sur les serveurs sous Linux. 

✓ Référent technique sur Exchange (interaction avec Outlook, Webmail, ActiveSync, Antispam). 

✓ Référent technique sur Simpana de Commvault. 

✓ Référent technique sur Citrix Metaframe. 

✓ Encadrement d’une équipe de 3 personnes. 

✓ Support de niveau 3 sur Microsoft Data Protection Manager. 

✓ Support de niveau 3 sur Microsoft Forefront Threat Manager Gateway. 

✓ Support de niveau 3 pour les équipes d’helpdesk ainsi que les équipes applicatives sur un périmètre 

comprenant plusieurs centaines de postes utilisateurs en Windows XP / 7 avec la suite Office 2007/2010. 

✓ Support de niveau 3 de baies Equallogic. 

✓ Expertise sur antivirus Kaspersky. 

✓ Administration d’un serveur Backup Exec. 

✓ Support de niveau 2 d’un cluster de pare feu Netasq. 

✓ Administration des switches et routeurs Cisco. 

✓ Création de liaisons VPN IPSEC entre le siège et différents sites distants reliés en ADSL. 

Environment Technique: Windows Server (2003-2008R2), PowerShell, TSE, Active Directory, DNS, DHCP, GPO, Exchange, 

Microsoft Data Protection Manager, Forefront Threat Management Gateway, Microsoft Office, SQL Server, WSUS, MSCS, 

PKI, Linux, VMware Infrastructure, DELL Equallogic, Citrix Xenapp, Kaspersky, Backup Exec, Commvault Simpana, GLPI, 

Cisco, Netasq, VPN IPSEC, Olféo, Script Shell 

 


